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Youth Online Data Application 
Overview: 
 What is the purpose of the data app? 
 Roles and responsibilities of users 
 Step-by-step walkthrough of data entry 
 How to gain access 
 Reporting capabilities 
 



Purpose of the application 
 Now serves the Youth Apprenticeship and 

Blueprint for Prosperity (High School Pupil) 
programs 

 Eliminates need to send paper copies – 
user direct entry of student information 

 Captures initial student registration and 
post program completion surveys 

 All needed documentation can be 
uploaded 



Who can apply for access? 
 Regional coordinator/grant administrator 

or anyone authorized by them can apply 
(e.g., alternates, assistants, school-based 
coordinators) 

 Access is by individual – no account 
sharing 

 Must have an account in order to register 
new students 
 
 



A user can: 
 Add and view students 
 Attach info on programs (youth apprenticeship or 

high school pupil) and certificates to students 
 Register students for both YA and HSP, if the user 

administers both programs 
 Upload required documentation 
 Change/correct a student's personal information 

(except SSN) 
 Indicate the completion or termination of a 

student from the program 
 Enter required post-program completion 

information from surveys 
 
 



A user cannot: 
 View students registered to other grants 
 Edit certain information once it has been 

entered 
 Certificate info can be removed within 24 

hours of entry in case of mistakes 
 Contact DETYAForms@dwd.wisconsin.gov for 

corrections if needed 

mailto:DETYAForms@dwd.wisconsin.gov


Student Registration Process: 
YA/HSP 

New student 
commits to program 

Grant administrator 
enters student info, 
program info, and 
cert info; uploads 

ETA/Signature Page 

Student completes 
program 

Grant administrator 
enters completion 

info and post-
program survey info 



1. Log in to application 

Web address: 
https://webapps.dwd.state.wi.us/YouthApprenticeship/Login.aspx 



2. Click “Add New” 

 Tip: Clicking Search with the box empty 
will pull a list of all students registered by 
your grant 



3. Enter Student Information 

 



4. Go to appropriate Youth Program 
Information 
 If you administer both 

YA and HSP, and the 
student is a dual-
program participant, 
you can use the same 
student record for both 
programs. 

 If the student is a dual-
program participant, 
but the YA coordinator 
and HSP grant 
administrator are 
different people, it is 
acceptable to create 
two student records for 
the same student. 



5. Enter Youth Apprenticeship or 
HSP Information 

Or: 



7. Go back and enter Certificate Information 
 Required for all 

students – YA and 
HSP 
 For YA students, 

this indicates their 
chosen Pathway 
within the larger 
Cluster. 

 Only the 
“Certificate Name” 
box needs to be 
filled in – the first 
four boxes help to 
filter the list. 

 Only enter “Date Obtained” or “Did Not Obtain” once the 
student has completed the program. 

 Provides proof of certifications earned in addition to requirements 
(e.g., ServSafe, OSHA 10, ASE-NATEF, MSSC) 
 If certification is not on list, a DWD administrator can add it. 



Uploading Documentation 

After information has been saved the first 
time, an “upload” button should appear. 
Press the button to show the “Upload 
Document” dialogue, then press “Browse”. 
Select your file from its location on your 
computer, then hit “Save”. 
To view a previously uploaded document, 
click “View”.  
Note: you must enable popups for the 
View function to work.  



Uploading Documentation 
 Available for ETAs (under Employment 

Information), Signature Pages (under High School 
Pupil Information), and Certificates (under 
Certificate Information). 

 This replaces the process of mailing info to the 
DWD office, but documents should still be kept on 
file following existing records retention policies. 

 Documentation should be uploaded for Business & 
Industry certificates, but does not need to be 
uploaded for YA certificates. 

 ETAs and Signature Pages are required - reports will 
be run to find students missing documentation. 



Completing or Terminating Students 
1. Mark certificates as completed 

Note: YA Checklist must also be sent to 
DETYAForms@dwd.wi.gov for YA completers 

mailto:DETYAForms@dwd.wi.gov


Completing or Terminating Students 
2. Enter post-program information 

 As boxes are filled in, more 
information appears. 

 Follows the outline of Post 
Program Completion 
Survey.  
 See FAQ for additional guidance: 

http://dwd.wisconsin.gov/youthapp
renticeship/pdf/faq_post_completio
n_survey.pdf   

 

http://dwd.wisconsin.gov/youthapprenticeship/pdf/faq_post_completion_survey.pdf
http://dwd.wisconsin.gov/youthapprenticeship/pdf/faq_post_completion_survey.pdf
http://dwd.wisconsin.gov/youthapprenticeship/pdf/faq_post_completion_survey.pdf


Contact Information 
 DETYAForms@dwd.wisconsin.gov 
 YA@dwd.wisconsin.gov 
 JamieT.Bernthal@dwd.wisconsin.gov 
We hope you enjoy the new 
Youth 
Online 
Data 
Application! 

mailto:DETYAForms@dwd.wisconsin.gov
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DET Security:  YODA System 
and Data Access 

YA and HSP Contracts Include 
Data Sharing Agreement (DSA) 
Language and Requirements 

 
 Covers all agencies included in the 

designation of a “Consortium” or 
“Grantee” per the original Contract 



DET Security:  YODA System 
and Data Access 

 VIII. State and Federal Rules and 
Regulations 
 E.  Treatment of Items Produced Under 

Agreement 
 2.  Designate 1+ Local Security Officer(s) 



DET Security:  YODA System 
and Data Access 

 X. Data and System Security 
 A.  Data Stewards and Security Officers 
 B.  Data to be Provided by DWD and 

Purpose(s) for Use 
 C.  Official(s) with Authority to Request Data 

or Access 
 Appendix 1: 

DETS-17092-E Local Agency Partner Agency Info 
 Appendix 2:  

DETS-11652-E Local Agency Data Security Staff 
  Appendix 3: 

Data Steward 



DET Security:  YODA System 
and Data Access 

 X. Data and System Security 
 D.  Method, timing and Format of Request 

 1.  Logon ID 
https://www.dwd.state.wi.us/accountmanagement/ 
 2.  Validation 
 3.  DETS-10-E 
http://dwd.wisconsin.gov/dwd/forms/dws/dets_10_e.htm 

 G.  Security and Confidentiality of Data 



Local Agency Partner Agency (DETS-17092-E) is 
any Agency the Consortium/Grantee sub-contracts 
to provide services under the terms of the contract 
who were not initially identified at the signing of 
the contract, and who are NOT covered under 
the DSA language included in the contract. 
• REQUIRES the signing of a DSA between the 

Consortium/Grantee and the Partner (sub-contractor). 
• REQUIRES the submission of the DETS-17092-E to 

identify Partner status. 
• DETS-17092-E MUST be on file with DET Security prior to 

requesting DET system or data access for Partner staff. 

Data Share Agreement (DSA) 



Local Agency Security Officers (DETS-11652-E) are 
the individual(s) designated by Consortium/Grantee 
as responsible for performing day-to-day security 
functions, including: 
•  Requesting appropriate access and user accounts for staff whose job 

functions require access to all or some of the DWD DET automated 

systems and data covered under this Agreement. 
• Monitoring compliance with this Agreement by staff granted access to 

DWD DET information systems and data. 
• Requesting that DWD DET Security terminate or modify access for any 

individual whose job functions or use of access merits such a change. 
• Auditing all staff granted access to DWD DET information systems and 

data under this Agreement to assure completion of DWD Security 

Awareness Training. 

Data Share Agreement (DSA) 



Local Agency Security Officers (DETS-11652-E) are the individual(s) designated by 
Consortium/Grantee as responsible for performing day-to-day security functions, 
including: 

• Requesting appropriate access and user 
accounts for staff whose job functions require 
access to all or some of the DWD DET 
automated systems and data covered under 
the Agreement. 

• Monitoring compliance with this Agreement by staff granted access to 
DWD DET information systems and data. 

• Requesting that DWD DET Security terminate or modify access for any 
individual whose job functions or use of access merits such a change. 

• Auditing all staff granted access to DWD DET information systems and 
data under this Agreement to assure completion of DWD Security 
Awareness Training. 

Data Share Agreement (DSA) 



Local Agency Security Officers (DETS-11652-E) are the individual(s) designated by 
Consortium/Grantee as responsible for performing day-to-day security functions, 
including: 
• Requesting appropriate access and user accounts for staff whose job functions 

require access to all or some of the DWD DET automated systems and data 
covered under the Agreement. 

• Monitoring compliance with the Agreement by 
staff granted access to DWD DET information 
systems and data. 

• Requesting that DWD DET Security terminate or modify access for any 
individual whose job functions or use of access merits such a change. 

• Auditing all staff granted access to DWD DET information systems and 
data under this Agreement to assure completion of DWD Security 
Awareness Training. 

Data Share Agreement (DSA) 



Local Agency Security Officers (DETS-11652-E) are the individual(s) designated by 
Consortium/Grantee as responsible for performing day-to-day security functions, 
including: 
• Requesting appropriate access and user accounts for staff whose job functions 

require access to all or some of the DWD DET automated systems and data 
covered under the Agreement. 

• Monitoring compliance with the Agreement by staff granted access to DWD DET 
information systems and data. 

• Requesting that DWD DET Security terminate 
or modify access for any individual whose job 
functions or use of access merits such a 
change. 

• Auditing all staff granted access to DWD DET information systems and 
data under this Agreement to assure completion of DWD Security 

Awareness Training. 

Data Share Agreement (DSA) 



Local Agency Security Officers (DETS-11652-E) are the individual(s) designated by 
Consortium/Grantee as responsible for performing day-to-day security functions, 
including: 
• Requesting appropriate access and user accounts for staff whose job functions 

require access to all or some of the DWD DET automated systems and data 
covered under the Agreement. 

• Monitoring compliance with the Agreement by staff granted access to DWD DET 
information systems and data. 

• Requesting that DWD DET Security terminate or modify access for any individual 
whose job functions or use of access merits such a change. 

• Auditing all staff granted access to DWD DET 
information systems and data under the 
Agreement to assure completion of DWD 
Security Awareness Training. 

Data Share Agreement (DSA) 



Data Share Agreement (DSA) 
The Consortium Data Steward is the person designated by the Consortium/Grantee 
to: 

•Coordinate, administer, maintain supplements 
to Agreement. 

• Coordinate requests between Data Recipient and DWD DET to modify existing 
access authorized in, request changes to, or otherwise amend Agreement. 

• Work with DWD DET Data Steward to create and maintain listing of Data 
Recipient Local Agency Security Officers per DETS-11652-E (see Supplement 2). 

• Assure that a DSA is in place between Consortium Name [Agency Name] and 
EACH additional partner agency (sub-contractor) that will require access prior to 
authorizing/approving requests. 

• Work with DWD DET Data Steward to create and maintain a listing of all additional 
partner agencies (sub-contractors) that the Consortium has entered into a DSA 
with. 



The Consortium Data Steward is the person designated by the Consortium/Grantee 
to: 
• Coordinate, administer, maintain supplements to Agreement. 

•Coordinate requests between Data Recipient 
and DWD DET to modify existing access 
authorized in, request changes to, or otherwise 
amend Agreement. 

• Work with DWD DET Data Steward to create and maintain listing of Data 
Recipient Local Agency Security Officers per DETS-11652-E (see Supplement 2). 

• Assure that a DSA is in place between Consortium Name [Agency Name] and 
EACH additional partner agency (sub-contractor) that will require access prior to 
authorizing/approving requests. 

• Work with DWD DET Data Steward to create and maintain a listing of all additional 
partner agencies (sub-contractors) that the Consortium has entered into a DSA 
with. 

Data Share Agreement (DSA) 



The Consortium Data Steward is the person designated by the Consortium/Grantee 
to: 
• Coordinate, administer, maintain supplements to Agreement. 
• Coordinate requests between Data Recipient and DWD DET to modify existing 

access authorized in, request changes to, or otherwise amend Agreement. 

•Work with DWD DET Data Steward to create 
and maintain listing of Data Recipient Local 
Agency Security Officers per DETS-11652-E 

 
• Assure that a DSA is in place between Consortium Name [Agency Name] and 

EACH additional partner agency (sub-contractor) that will require access prior to 
authorizing/approving requests. 

• Work with DWD DET Data Steward to create and maintain a listing of all additional 
partner agencies (sub-contractors) that the Consortium has entered into a DSA 
with. 

Data Share Agreement (DSA) 



The Consortium Data Steward is the person designated by the Consortium/Grantee 
to: 
• Coordinate, administer, maintain supplements to Agreement. 
• Coordinate requests between Data Recipient and DWD DET to modify existing 

access authorized in, request changes to, or otherwise amend Agreement. 
• Work with DWD DET Data Steward to create and maintain listing of Data 

Recipient Local Agency Security Officers per DETS-11652-E. 

•Assure that a DSA is in place between the 
Consortium/Grantee and EACH additional 
partner agency (sub-contractor) that will 
require access prior to authorizing/approving 
requests. 

• Work with DWD DET Data Steward to create and maintain a listing of all additional 
partner agencies (sub-contractors) that the Consortium has entered into a DSA 
with. 

Data Share Agreement (DSA) 



The Consortium Data Steward is the person designated by the Consortium/Grantee 
to: 
• Coordinate, administer, maintain supplements to Agreement. 
• Coordinate requests between Data Recipient and DWD DET to modify existing 

access authorized in, request changes to, or otherwise amend Agreement. 
• Work with DWD DET Data Steward to create and maintain listing of Data 

Recipient Local Agency Security Officers per DETS-11652-E. 
• Assure that a DSA is in place between the Consortium/Grantee and EACH 

additional partner agency (sub-contractor) that will require access prior to 
authorizing/approving requests. 

•Work with DWD DET Data Steward to create 
and maintain a listing of all additional partner 
agencies (sub-contractors) that the 
Consortium has entered into a DSA with 
(DETS-17092-E). 

Data Share Agreement (DSA) 



Gaining access 
The User must FIRST self-register for a WI Logon 
(WIEXT) ID:  
 Go to: 

https://www.dwd.state.wi.us/accountmanagement/ 
 Click the self-registration link and follow the 

instructions carefully. 
 Accounts created for accessing DET Systems MUST 

include a work-related e-mail address and business 
phone number, which should match information 
provided in Field 11. User Work E-mail Address and 12. 
User Work Telephone/FAX Number of DETS-10-E. 

 Create a Logon ID (username), create/verify a 
password, and create a security question/answer to 
be used in managing the account and/or seeking 
Call Center support. 

 Provide the Logon ID (username) in field 6 DETS-10-E.   

https://www.dwd.state.wi.us/accountmanagement/


DETS-10-E 
R. 12/2105 



DET Security:  YODA System 
and Data Access 

WI Logon ID (WIEXT Account) 
https://www.dwd.state.wi.us/accountmanagement/ 
 
DETS-10-E DET SYSTEM ACCESS REQUEST 
http://dwd.wisconsin.gov/dwd/forms/dws/dets_10_e.htm 

 

 Fill-enabled, complete electronically 
 Reference User Guide for 

Understanding, Completing, Submitting 
Form 

https://www.dwd.state.wi.us/accountmanagement/
http://dwd.wisconsin.gov/dwd/forms/dws/dets_10_e.htm
http://dwd.wisconsin.gov/dwd/forms/dws/dets_10_e.htm


Questions? 
Tyronne T. Davidson, DET Lead Division Security 
Officer DWD DET Data Steward 
Phone:  (608) 267-7271 
E-mail:  TyronneT.Davidson@dwd.wisconsin.gov 
 
DET Security Unit 
Division of Employment and Training 
201 E Washington Ave, G100 
Madison, WI  53702 
  
Phone:  (608) 267-9690 
Secure Fax:  (608) 261-4580 
E-mail:  DETSecurity@dwd.wisconsin.gov  
(DWD MB DET Security) 
  
 

mailto:TyronneT.Davidson@dwd.wisconsin.gov
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